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SAC STATE Ready 
Business Continuity Planning

SAC STATE Ready is a more robust, user friendly, 
web-based Business Continuity software program.

• Built in guidance/assistance for each step.
• Easy to update plan with minimal effort.



Training Objectives
• What is a Business Continuity Plan (BCP)?
• Why are we creating a BCP?
• When to activate your BCP?

• Major incidents
• Minor incidents (we will focus on a minor incident)



What is a Business Continuity Plan?

Your BCP is a Roadmap to 
Recovery
It is not necessarily a turn-by-turn direction but a 
roadmap to help us do tomorrow what we were 
doing yesterday no matter what happens today.



What is a Business Continuity Plan (BCP)?

A business continuity plan (BCP) is a document that outlines how a 
business will continue operating during an unplanned disruption in 
service. It contains contingencies for business processes, assets, human 
resources and business partners – every aspect of the business that 
might be affected.
Plans typically contain lists of needed software applications, data 
backups and backup site locations. Plans can also identify plan 
administrators and include contact information for key personnel and 
backup site providers. Plans may provide detailed strategies on how 
business operations can be maintained for both short-term and long-
term outages.



• Prevent or mitigate risks before an 
event

• Respond to the event
• Recover business operations during 

an event
• Resume business as usual after the 

event

Why We Need a Business Continuity Plan?



Why are we creating a BCP?

You can’t predict the next crisis, but you can be prepared for it.
Business disruptions can impact organizations of any size in any 
location. From weather, to power outages, political events or even virus 
outbreaks. 

When business is disrupted, add risk to our students, staff and faculty, 
cause harm to the reputation of the university and it can cost money. 
Insurance does not cover all costs and cannot replace customers that 
defect to the competition. A critical component of a business continuity 
plan is to ensure that critical functions of the university remain in place 
while maintaining the necessary level of normalcy when our normal 
may not exist.



When to activate your BCP?

The Business Continuity Plan (BCP) may be activated in response to any 
disruption to normal operations. The disruption could be caused by lack 
of access to the facility (damage from a leaking pipe, power outage, or 
fire),  or loss of people (e.g. pandemic) or a multitude of other events. 

Events large or small, the BCP is a vital plan to help guide your 
department in procedures that are essential/critical to maintain the 
integrity of the department and the campus as a whole.



Training Goals

• Identify your plan manager/editor

• Identify at least one Essential/Critical Function within your department

• Introduce you to the entire plan so you can start creating your BCP

• For this session, we will focus on the SMALLER picture
• Scenario: Over night, a pipe bursts within the wall of your 

department causing a flood and making your office(s) inaccessible.  
This includes your computer equipment and other 
essential equipment and documents. 



How do You Create a Business Continuity Plan?

Start by Gathering Information
Who, What, Where and Why 
of your Department operations



Know your Risks

Think Small
Prepare for what you know 
but don’t try to over think every 
event that could potentially 
happen.



Know your Essential/Critical Functions
Essnetial/Critical functions are the functions your 
department normally perform throughout the year.

Identify at least 3 Department Essential/Critical Functions 
that are essential to the University's reputation.

Today we will focus on one.



Know Who to Contact

It is important to list all department staff who will have a 
role during a recovery effort.

 Identify your Department Contacts
 Identify your Key Institutional Contacts (report to)
Identify your Key External Contacts (those who could be 

effected if you have to close your office for an extended 
period of time.



Know How to Cope

It is important to know how to cope if your work 
conditions are disrupted for a period of time.

 Identify your “Work Around” space
 Identify your staff’s ability to “Work from Home”
Identify any “Risks” this disruption could have on the 

University
Identify any “Show Stoppers”
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What This Presentation Covers

• Accessing Continuity Planning
• Creating New Plan
• Contacts
• Key Resources
• Information Technology
• Software Applications
• Critical Functions

• Instruction
• Action Items
• Department Documents
• Manage Plan Access
• Update Plan Status
• Printing Your Plan
• SAC STATE Ready Resources
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https://csus.kuali.co/ready/users/sign_in
https://www.csus.edu/administration-business-affairs/risk-management-services/_internal/_documents/sacstateready-guide.pdf
https://www.csus.edu/administration-business-affairs/risk-management-services/_internal/_documents/sacstateready-powerpoint.ppsx
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Let’s Get Started
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Dashboard View
• After logging in, you will be directed to your Dashboard
• If you have not started a plan, select “Start a New Plan”

CSUS User

https://csus.kuali.co/ready/dashboard
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Guidance Panel
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Creating New Plan



21

Creating a New Plan - Department Information
• Once you open the New Plan window enter your Department name

CSUS User

My Department
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Department Information - Division
• Select the Major division and Acronym

CSUS User

My Department
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Department Information – Head of Unit
• Enter the name or email of the Head of Unit (Department head)

CSUS User

My Department

My Division My Div
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Department Information – Head of Unit cont.

CSUS User

My Department

CSUS User – herkey@csus.edu

CSUS User –
herkey@csus.edu

CSUS User – herkey@csus.edu

My Division My Div

• If the name appears in the box bellow, select it and the name and 
email will populate in the Selected Unit Head

If there is an option for @sacklink.csus.edu DO NOT USE IT.  
That extension is not recognized in the system.
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Department Information – Head of Unit cont.

CSUS User

My Department

My Division My Div

• If the name does not, click the “Plus” graphic and proceed to 
the next slide
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Department Information – Head of Unit cont.
• Enter the First and Last Name as well as the campus email
• Click “Add User”.

CSUS User

My Department
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Department Information - cont.
• Click Save to continue to Editing

CSUS User

My Department

My Department

My Division My Div

CSUS User – herkey@csus.edu



28

Department Information - Description
• In this screen, you will enter information enter a brief Department 

description.

My Division My Div

CSUS User – herkey@csus.edu
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Department Information- Department Type
• Department Type

• Check all that apply.
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Building and Office Location
• Select your Building name from the drop-down list
• Enter your room or suite and floor in the Comments
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Building Evacuation
• Select the appropriate answer regarding Building Evacuation Plans

Upload your Building Emergency Action Plan in the later steps: 
Key Resources > Documents > Add Document
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Action Items
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Action Items
• Action Items are OPTIONAL things that could be done now (or anytime 

before disaster strikes) to make your unit more prepared.
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New Action Item
• Enter the title of your Action Item
• Select the Critical Function that the Action Item pertains to (if any)
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New Action Item
• Select the Cost of the Action Item (If any)
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New Action Item
• Enter the person to whom the Action Item is assigned to
• Enter the date due
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New Action Item
• Select Within Whose Scope this action Item fits
• Select the Status of the Action Item (this can be continually updated)
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New Action Item
• Enter the Details (brief but descriptive) of the Action Item.
• Click Save when completed or Save and New to start a new Action Item.
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Plan Details: Manage Plan Access



40

Manage Plan Access
• In this window, you are able to Manage Plan Access allowing you to add a 

User or modify the Access of a User.



41

Manage Plan Access-Add New User
• To add a New User; Select a User, type in their email and click on the name bellow. 
• Select Access (Plan Manager, Plan Editor, or Plan Viewer)
• Click the Send an email invitation to this user and click Add User.
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Manage Plan Access-Add New User
• Click Add User to Plan to send the invitation and add them to the user list.
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Manage Plan Access-Edit User
• To edit User Access, clink on the Edit icon.
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Manage Plan Access-Edit User
• From the Access drop-down list, select the new Access role for the user.
• Click Save when completed or Save and New to add a New User.
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Contacts
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Contacts: Department Contacts
• Add Department Contact – this should be the ones you would call 

upon first in time of a crisis.
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Contacts: Department Contact
• Enter the person’s information. This should be all of your staff that you call 

in the event of a crisis.  Note: You may skip this section and upload a staff 
contact list under Key Resources > Documents.
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Contacts: Key Institution Contacts
• Key institution contacts are those people outside of your department but 

within the institution that you may need to contact during an emergency.
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Contacts: Key Institution Contacts
Key institution contacts are those people outside of your department but within the institution that 
you may need to contact during an emergency.
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Contacts: Key External Contacts  
Key External Contacts are those outside of the institution. These include vendors, 
clients, grantors/donors, sponsors, etc., that you may need to contact during an 
emergency.
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Key Resources
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Key Resources – Staff Basics 
• Enter Who holds copies of the emergency contact list, Who updates the 

list, Who knows how to check department messages, Records outgoing 
message and Post messages on department’s web site.
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Key Resources – Staff Basics 
• Enter Do your staff use any shared passwords that should be kept 

available? 
Click Save 

to continue
Yes, email and social media

Department email – N. Fox, D. Gerth, M. Lee 
Twitter, Facebook, Instagram – G. Smith, K. Miller, S. Wilson
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Key Resources – Work from Home 
• If no one is able to Work from Home, check 'Not applicable' and enter 

an explanation.
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Key Resources – Documents 
• Click Add Document to upload supporting documents
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Key Resources – Document Information
• Enter the Name of Document or Record
• Select the Medium type from dropdown menu.

PDF or MS 
Office files
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Key Resources – Document Information
• Enter URL for web storage.

Dropbox, 
SharePoint, 

others.
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Key Resources – Document Information
• Enter the following information pertaining to the document added.
• Owner, Location Stored, Description, Contact Person, Backup, Comments
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Key Resources – Attachment
• Drag and drop a file or click to attach a file to add
• Click Save or Save and New
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Plan Details: Department Documents
• The links below allow you to download documents that have been uploaded 

for this plan. 
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Key Resources – Equipment & Supplies  
• Indicate the MINIMUM equipment you will need to perform ALL the 

critical functions that you listed earlier.

Click Save 
to continue
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Key Resources –Facilities & Transportation  
• Enter the Facilities, Transportation, Other Resources and select the 

Utilities needed to resume your critical functions.

Trained chemical handlers to properly dispose of chemical and hazardous waste

Vent chemical fumes

To control room temperature

A secure place to store and handle hazardous waste

Golf Cart

Click Save 
to continue
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Information Technology
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Information Technology-Applications
• It is important that you have an in-depth knowledge of the software 

applications your department uses, where they are stored; CSUS IRT-
Server, CSU-Chancellor’s Office-Cloud, your work station or a vendor’s 
cloud service. 

• Central Applications are owned and maintained by Sac State’s 
Information Resources and Technology (IRT)

• Department Applications are owned and maintained by your 
department or contracted through a vendor which 
provides the service via the cloud.
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Information Technology-Central Applications
• Select Add Central Application (owned by IRT/CSU) to identify an 

application needed for recovery or critical function.
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• Select a Central Application (owned by IRT/CSU) to identify an 
application needed for recovery or critical function.

Information Technology-Central Applications
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• If the Central Application is note listed, enter the application name in 
the Custom Application field.

Information Technology-Central Applications
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• Select Add Central Application (owned by IRT/CSU) to identify an 
application needed for recovery or critical function.

Information Technology-Central Applications
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• Select How quickly you will need this application recovered.
• Enter any Comments to help with describing the urgency of recovery.

Information Technology-Central Applications
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• Enter to following information: Application name, Technical expert(s), Functional 
owner, Person(s) responsible for recovery, Technical owner, Location of onsite 
storage, select-Application type, and Location of offsite storage. 

Information Technology-Department Applications
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• Answer the following questions: Backup frequency, Backup media, Frequency of offsite 
storage, Is backup auto or manual?, Locations of installation disks & documentation, Is 
this a database application?, Does this application move data to-or-from any core campus 
systems?, and Has a successful recovery been done?

Information Technology-Department Applications
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• Does your unit (department) own any servers? If no, click the check 
box for We own no servers and then click Save, otherwise click Add 
Sever. 

• If you are not that IT/tech support person: please skip this section.

Information Technology-Servers

Save×
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• Enter the Server Name, Technical expert(s), Person(s) responsible for 
recover, Sever Type (from drop-down list)

Information Technology-New Server
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• Describe the current Workstation backup procedures for this department. 
Enter the estimated percent of users who back up data as questioned.

Information Technology-Work Stations
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• Who provides your workstation support? Check all that apply and enter 
the name of the person, group or organization. Comment if needed.

Information Technology-Work Stations

Click Save 
to continue
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• It is highly suggested that you create a document titled, 
“LostData.docx” or “LostData.pdf”, which you can upload mapping out 
the following:

• This document should outline the process to recover data or re-
create lost data for essential business functions in an event of:

a. A disaster wipes out server
b. Server is down and does not collect or back-up data
c. Data entered by user but not captured by server and no notification on 

user end

Information Technology-Lost Data
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• What will you need to restart your IT? Consider this scenario: the 
department's normal workplace is destroyed or inaccessible. New 
space, furniture and internet access have been provided by others. 

Information Technology-How to Restart
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• Answer the Recovery Strategies questions to the best of you ability.
• How would you handle the following:

Information Technology-How to Restart

Dell, Granite Data Solutions, Staples

Not sure
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• Continue to answer the questions to the best of you ability.
• Click Save to continue to the next step.

Information Technology-How to Restart

Click Save 
to continue
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Critical Functions
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Critical Functions – Add
• Click Add Critical Function to post each of the functions of your 

unit/department.  
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Critical Functions – Description
• Enter the Function Name
• Assign the Critical Level in which this function falls into (see Guidance)
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Critical Functions – Description
• Enter the Function Name
• Assign the Critical Level in which this function falls into (see Guidance)
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Critical Functions – Peak Periods
• Select the Peak Periods of your functions
• Enter Explanation of your Peak Periods
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Critical Functions – Documents
• Click Add Document to upload supporting documents
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Plan Details: Department Documents
• The links below allow you to download documents that have been uploaded 

for this plan. 

Department Contacts

Off Campus Contacts

Contains cell phone and 
home phone numbers

Contains cell phone and 
office phone numbers

Critical 
Function

Department 
Information

Department 
Information

Critical 
Function
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Critical Functions – Dependencies

Upstream Dependencies
are the departments (WITHIN our campus or other agencies) whose reduced functioning would 

seriously impair your own department's ability to perform this Critical Function.

Downstream Dependencies 
are the departments that would be seriously impacted if YOUR department could not perform 

this Critical Function.

Your Critical Function 
consider who produces what you need (upstream) and who needs what you produce 

(downstream).

NOTE: If there are no specified Dependencies for this Critical Function, move to Consequences.
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Critical Functions – Dependencies
• Add Upstream Dependencies (people/departments we depend on to 

perform this specific Critical Function).
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Critical Functions – Dependencies
• Enter the Custom Dependency (Upstream or Downstream).
• Click Save or Save and New if you need to add another Dependency.
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Critical Functions – Upstream Dependencies
• Enter Comments to clarify Your Upstream Dependencies.
• Click Save when complete.
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Critical Functions – Downstream Dependencies
• Add Downstream Dependencies enter Comments to clarify Dependencies.
• Click Save when complete.
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Critical Functions – Consequences of Slow Recovery
• If the Consequences are similar to the Critical Function already completed, 

select the Critical Function from drop-down menu and the Click Populate 
Consequences

Removal of Chemical Waste
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Critical Functions – Consequences of Slow Recovery
• The following 16 questions show why this function is critical to your operation, 

answer them the best that you can. Enter N/A if the action will not occur. 
Check it this action May occur. 

Chemical waste will accumulate which can pose a environmental hazard

Chemical waste will accumulate which can pose a environmental hazard
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Critical Functions – How to Cope
• The following 11 questions ask you to visualize the conditions that 

might prevail in the weeks or months following a disaster.
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Critical Functions – How to Cope
• Is it possible for your unit to simply cease doing this critical function? 
• Enter any Comments supporting your answer. Click Save 

to continue



96

Instruction
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Instruction
• This section is for academic departments that provide instruction –

either undergraduate or graduate.
• If you provide instruction click Save to continue to the next step.
• If your unit does not provide instruction click the No instruction box and 

the save and click this link: Manage Plan to advance.

Save
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Instruction-Instruction Provided
• This section is for academic departments that provide instruction – either 

undergraduate or graduate.
• Click the Add Department to begin.



99

Instruction-Instructional Department
• Select the Instructional Department you belong to.
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Instruction
• Click Save when completed or Save and New to create a New 

Instructional Department
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Instruction
• Click the Edit icon to continue the BCP for this course.
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Instruction-High Priority Courses
• Click the Add Course to if you have High Priority Courses (such as clinical 

assignments, internships, research, etc.)  that you need to enter 
information for. 



103

Instruction-High Priority Courses
• Enter the Course Number and the Course Title.
• Check the appropriate questions.
• Add Comments as needed.
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Instruction-All Courses
• Please estimate your department´s current usage of the following practices.  

Select answers from the drop-down list and enter supporting Comments.
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Instruction-All Courses
• Continue to estimate your department´s current usage of the following 

practices.  Select answers from the drop-down list and enter supporting 
Comments.

Click Save 
to continue
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Instruction-Department Practices
• Answer the four questions regarding your department´s best practices.  

Select answers from the drop-down list and enter supporting Comments.
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Instruction-Special Teaching Issues
• Many courses require specialized resources and logistics.  
• Click the Add Teaching Issue to define any issues that might arise.
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Instruction-Special Teaching Issue
• Select an Existing Issue from the drop-down list or enter a Custom Issue Name if 

not on the list.
• Describe the Potential Impact and Potential Alternatives.
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Action Items
• Action Items are things that could be done now (or anytime before 

disaster strikes) to make your unit more prepared.
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Plan Details: Department Documents
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Department Documents
• The links below allow you to download documents that have been uploaded 

for this plan. 

Department Contacts

Off Campus Contacts

Contains cell phone and 
home phone numbers

Contains cell phone and 
office phone numbers

Critical 
Function

Department 
Information

Department 
Information

Critical 
Function
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Plan Details: Update Plan Status
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Update Plan Status
• Click the Update Plan Status to update from In Progress to Complete.
• The Business Continuity Team will review your BCP.
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Update Plan Status
• Enter your Name, Role and any Comments you need to relay.
• Select the Status from the drop-down list.   
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Printing Your Plan
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Printing your Plan
• Click the View icon to open the Plan you want to print.
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Printing your Plan
• Click the Print PDF to start the process.



Printing your Plan
• The PDF can be printed or saved to you computer or share drive.
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Printing your Plan
• Sample page of PDF page
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SACSTATE Ready
Annual Review
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Resources
• SAC STATE Ready, Risk Management Business Continuity Planning

https://www.csus.edu/administration-business-affairs/risk-management-
services/business-continuity-planning.html

• SAC STATE Ready, Business Continuity Login (using Saclink Credentials)
https://csus.kuali.co/ready/users/sign_in

• SAC STATE Ready, Business Continuity
https://www.csus.edu/administration-business-affairs/risk-management-
services/_internal/_documents/sacstateready-guide.pdf

Department of Environmental Health & Safety
Continuity Planning Program

Training - Partnership - Compliance

https://www.csus.edu/administration-business-affairs/risk-management-services/business-continuity-planning.html
https://csus.kuali.co/ready/users/sign_in
https://www.csus.edu/administration-business-affairs/risk-management-services/_internal/_documents/sacstateready-guide.pdf
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Risk Management Can Help You
with your Business Continuity Plan

Todd Dangott
Director of Risk Management

916-278-7233
dangott@csus.edu

Department of Environmental Health & Safety
Continuity Planning Program

Training - Partnership - Compliance

Don Nahhas
Risk Management Analyst

916-278-6512
nahhasd@csus.edu

Meysee Vang
Compliance Analyst

916-278-7253
meyseevang@csus.edu
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